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ABSTRACT
Many online services require users to authenticate themselves to prove their identity. Text-based passwords are the most widely-used authentication mechanism. Yet a number of population groups struggle with text-based passwords. One of these groups is made up of children aged 3-5. This is an important sector of society, because many of these children use the Internet at home. This was especially true during the COVID-19 pandemic.

Young children can struggle with text-based passwords due to their emerging literacy and immature development. The majority of children do not learn to read fluently until age seven. At age four or five, they generally do not have the required skills to create, retain and manage alphanumeric passwords. This might well leave young children vulnerable when online or impose unrealistic demands on their care givers who support them in authenticating themselves.

Here, we report on the development and evaluation of two versions of KidzPass, a graphical authentication mechanism that specifically relies on the abilities 3-5 year old children can be expected to possess. We conclude by reporting on lessons learned about designing authentication for this target user group.
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1 INTRODUCTION
The password idea has been around since the beginning of civilisation [18, 27]. In the cyber world, they were initially intended for use by software engineers, but they have now been embraced by society at large. The password is essentially a string of alphanumeric characters and/or special characters. As a shared secret, it confirms the claimed identity of the user in order to permit access to information, resources or services.

With the diffusion of technology into schools, children are now using passwords from a very young age [7]. Passwords, being alphanumeric strings, require their owner to be literate. Where this cannot be assumed, the password becomes problematic. Because children are using passwords before they have the requisite skills, they do not necessarily know how to cope [8] and are likely to struggle to create, retain and manage passwords [34]. They might engage in unwise behaviours such as reusing passwords or writing them down. It is very hard to unlearn a bad habit once it has been established [28], so we should try to prevent this from happening.

We will first provide an overview of the reasons for using an alternative authentication mechanism for very young children in Section 2. We will then explain how we went about creating an alternative authentication mechanism for this target user group in Section 3. Sections 4 and 5 then detail the two versions of KidzPass we trialled. Each section explains how the authentication mechanism was designed and evaluated, and reports on the outcome of our evaluations. Section 6 reflects on our two studies, reviews their limitations, and provides guidelines we have derived based on our experiences during these studies. Section 7 reviews the latest research in this area and situates KidzPass within this space. Section 8 concludes.

2 AUTHENTICATING YOUNG CHILDREN
There are three traditional ways to authenticate computer users: (1) what you know, (2) what you hold, and (3) what you are.

The most widely used form of authentication is the “what you know” alphanumeric password, which computer users are told to (1) memorise, and (2) not divulge to anyone else. They also have to be able to enter the password correctly. Let us consider how a young child might struggle to meet these seemingly simple requirements.

Memorising and Entering Passwords: Very young children are mostly not yet literate [19], so might not yet be able to parse words into letters of the alphabet. Moreover, consider that the letter displayed on the keyboard is an upper case letter. The letter produced, when typed, is lower case. The child also gets no feedback to help them to confirm that they have entered the password correctly.
**Literacy and Password Retention:** Gathercole [22] suggests a link between speech-based memory and literacy levels. Sowell [38] explains that children do not reach adult levels of retention ability until adolescence. Emerging literacy is likely to make the retention of passwords less reliable. We clearly need to moderate our memorial expectations when it comes to very young children.

**Keeping Passwords Secret:** Young children are not necessarily able to distinguish between people they can share their secrets with, and those they should not divulge their passwords to [2].

**Passwords Entry:** When entering a password, we have to mentally track the character position within the password, and advance the position as each letter is typed. This ability is probably poorly formed in young children, with shorter attention spans. Children also differ in their ability to focus attention on a particular task for a period of time.

**Spelling Ability:** Children with dyslexia [33] are likely to struggle to enter passwords correctly, because dyslexia makes it difficult to learn to read and spell and the hidden nature of the entered password is likely to exacerbate these difficulties.

**Summary:** By using passwords, we are likely requiring children to use a mechanism before they are developmentally ready. We ought to consider an alternative until such time as they have developed the requisite skills to use passwords.

The other two authentication categories are what you hold (tokens) and what you are (biometrics). One cannot expect a young child to keep track of a token at their tender age. Biometric mechanisms exist that could easily cope with children’s small fingers, and accommodate their growth. While their use can be justified for severely disabled children [3], there are serious privacy considerations with this age group [12, 17]. Moreover, biometric readers are not yet ubiquitous, while keyboards and touch screens are.

An alternative “what you know” authentication mechanism would be one that relies on knowledge of something other than an alphanumeric string. We need to find something else that children reliably know, which an authentication mechanism can test. While passwords test knowledge of alphanumeric strings, we could feasibly use photos of faces or other images, essentially harnessing a *graphical authentication mechanism.*

Graphical authentication mechanisms generally display one or more “challenge sets” each containing one *target image* and several *distractor images.* They rely on the picture superiority effect to ease authentication [31]. There is reason to believe that these mechanisms are suitable for use by this user group [1, 37].

In the next Section, we explain how we went about designing such a mechanism.

3 DESIGN & EVALUATION CONSIDERATIONS

We are proposing a child-tailored graphical authentication mechanism for this age group. These mechanisms, and their design dimensions [36], have been widely studied but not for this age group. Hence we review some of the pertinent design issues here.

(1) **Technological naivety** [15, 24]. Fortunate children have computers in their homes but not all children will have this advantage. Some may never have used a keyboard before. We cannot assume that the uninitiated will use the keyboard proficiently. Moreover, if a child is accustomed to a tablet, a school machine with a mouse might easily flummox them. Hence, we ought to rely on pointing rather than keyboard entry.

(2) **Emerging literacy** [19]. Children proceed through a number of stages in progressing towards full literacy. The first is pre-literacy, which is the stage that the majority of children inhabit when they start school. They will immediately start to embark on the process of learning to read and write. Yet Ehri argues that, while most children will reach fluency by age 9, not all will do so. Alphanumeric passwords require a measure of literacy that the majority of school entry children will not have. Hence, in designing the authentication mechanism, the use of pictures instead of text is indicated.

(3) **Ability to retain information long term** [22, 38]: Passwords have to be retained for variable periods of time, and undoubtedly require children to remember them. Given the admonition not to write passwords down, this requires long-term memory skills.

Hence, we ought to find a mechanism that relies on something the child already knows, something that is specific to the child (so that other children can not guess it).

(4) **Ability to enter password without feedback:** Entering a password requires a person to enter the characters one at a time, while maintaining the position within their password in their minds. They have to do this without any visual feedback. Adults learn to do this but young children do not necessarily have these skills yet [11].

Hence, once again, the mechanism should not rely on a child to rely on their still immature sequential memory.

(5) **Secret keeping** [2, 32]: One of the cardinal rules is for passwords to be kept secret. Yet young children are not necessarily able to keep secrets from their friends. Moreover, for children this admonition is more nuanced than it is for adults—they ought to share their passwords with their teachers and caregivers, but not with other children. The ability to do this requires a maturity which young children are likely not to have attained. Zhang-Kennedy et al. [41] discovered, in their
study with children, that they did not understand the need to keep their passwords secret, confirming this difficulty.

This, once again, reinforces the need to use something that cannot easily be described to another child — a picture is harder to describe than it is to tell someone a textual password.

(6) Security Considerations: The obvious criticisms of these kinds of mechanisms include the fact that their dictionaries are not as extensive as an alphanumeric alphabet, that it is difficult to store target and distractor images securely (i.e. hashed) and that shoulder surfing is a real risk.

These are all valid concerns, but if we consider the child’s context of use, they become less of a deal breaker. In the first place, the kind of password a 4-5 year old is able to manage is likely to be very weak, and a graphical password can easily provide a better level of security. Moreover, it has been shown that adults and children tend to prefer graphical authentication mechanisms [4], which seem to be particularly suitable for use in low-risk systems where the mechanism protects information of little value.

(7) Ethical Considerations: Participants in this study were recruited via our university’s contacts, from a local nursery and a community organisation. Parents were approached in advance and provided with consent forms informing them about the rationale behind the study and what the process would be. Parents were told that no identifiable information would be stored and no photographs would be taken without their consent. When the children met with the researchers, either a parent/guardian or staff member from the nursery was present. The children were informed about the rationale of the study and given an overview of how KidzPass worked. Large sheets with images were created for this. The researcher explained that there was no correct answer when carrying out the tasks, and that if they wanted to stop at any time, they could. Data sharing information was not given to the children due to their youth.

In Conclusion: Table 1 summarises this discussion, and lays out the implications. Based on this analysis, what we propose is to identify a password alternative, one that relies on recognition of images, exploiting the picture superiority effect [31]. By so doing, the alternative will rely on skills that children aged 4-5 can be expected to have. Moreover, it limits the possibility for children to tell other children their authentication secret. Finally, the children should interact with the mechanism on a Tablet to minimise the impact of their technological naivety.

4 STUDY 1: USING FAMILIAR FACES

We will call this child-friendly graphical authentication mechanism “KidzPass”. We now consider the design dimensions of KidzPass.

<table>
<thead>
<tr>
<th>Consideration</th>
<th>Design Implication</th>
</tr>
</thead>
<tbody>
<tr>
<td>Technological naivety</td>
<td>Use a Tablet to Simplify Interaction [4]</td>
</tr>
<tr>
<td>Emerging literacy</td>
<td>Do not require reading ability. Use images instead of passwords [29]</td>
</tr>
<tr>
<td>Ability to retain information long term</td>
<td>Use something the child already knows and does not have to memorise. Rely on recognition rather than recall [35].</td>
</tr>
<tr>
<td>Ability to enter password without feedback</td>
<td>Do not require the child to engage with obfuscated password entry. Allow them to identify their secrets rather than generating them [4, 29]</td>
</tr>
<tr>
<td>Limited Secret Keeping Ability [41]</td>
<td>We should make it more challenging for the child to tell other children their secret. An image, especially a face, is harder to describe than it is to tell someone a simple password [9]. The other alternative is to allow the child to provide a simple drawn image, which they are likely to remember very easily.</td>
</tr>
</tbody>
</table>

Identification. Because very young children are pre-literate they cannot be expected to enter an email address to identify themselves. Hence, we provide them with a picture they can identify with. We used a clip art type image of an animal, which the child could choose themselves.

Authentication. We need to decide on a child-specific target image type, and decide how these will be assigned to each child. We also have to decide on how the distractor images will be chosen, and how many images the challenge set will hold.

Image Type & Choice. The first decisions to make to maximise the effectiveness of this alternative are: (1) the kind of image to use, and (2) where to source the images from.

(1) — Image Type. Some graphical authentication mechanisms have used abstract images [16], faces1, Mikons [37], or pictures of objects [13]. Of these, faces are naturally memorable with face recognition being mastered at a very young age [5, 14].

---

1passfaces.com
(2) — Image Choice. One of the first graphical mechanisms, Passfaces [39], issues faces. We could allow children to choose their own faces but people were extremely predictable in their choices [20]. Alternatively we could use faces that the children are already familiar with [39] which would enhance memorability. We thus decided to ask parents who agreed that their children could participate in our study to provide a photo of an adult who is familiar to the child, but who does not fetch them from school. This would maximise memorability for the child and minimise the chances that other children would guess which face ‘belonged’ to other children.

Distractor Images. One of the strongest guidelines for these kinds of mechanisms lies in the choice of distractor images, ensuring that they are not too similar to the child’s own target image [36]. Given that all the images would be of faces, we thus had to eliminate known faces from the distractor images, to reduce confusion. Some of the children in our study were related to each other or spent time at each other’s homes. We thus used [25] to generate non-existent yet very real looking faces to use as distractor images. Hence, the child’s target image would be surrounded by faces they could not possibly know.

Size of Challenge Set. The guidelines for adults warn against a challenge set with too many images [36], and this will be even more of an issue for child-specific images. On the other hand, a challenge set of only 6 images, as suggested by [30], would make it far too easy for another child to subvert the access control mechanism. However, we could offer successive small challenge sets, which would not be difficult for the child to swipe through to find “their” face. This maximises both strength and usability.

Design Summary. KidzPass users will choose one animal image which they will then use to identify themselves to the system. To authenticate, they will swipe through 6 challenge sets populated with faces until they identify “their” familiar face.

Figure 1 provides an overview of the KidzPass access control process, with Figures 2 and 3 showing what the interface looked like.

4.1 Evaluation

We wanted to evaluate the usability of KidzPass i.e. its efficacy, efficiency and satisfaction [23] for the target audience. As such, we plan to answer the following research questions:

1. **Efficacy:** Are children able to register and log in using KidzPass?
2. **Efficiency:** How long do they take to log in?
3. **Satisfaction:** How do they feel about KidzPass?

To measure **efficacy**, we recorded the number of successful and failed logins. To measure **efficiency**, the system recorded how long it took the child to log into the system. To measure **satisfaction**, we could not use the traditional SUS scale,
because of the youth of our participants, so we asked the children some questions to gauge their satisfaction with the system after both sessions:

1. What did you like about KidzPass?
2. What did you not like about KidzPass?
3. Was it easier or harder to remember a picture instead of a word?

Once they had logged in, the child could play a game of their choice (Figure 4).

Evaluation Stages. The evaluation took place as depicted in Figure 5:

First Session:
During the first session, the child:

1. Registered: by choosing an identification image (this replaces the commonly-used email address). They were then shown how to choose “their” familiar face.
2. Logged in: and played a child-appropriate game.
3. Expressed their opinions: of KidzPass when asked the questions detailed in the previous section. Children were given stickers as a reward for taking part in the study.

Second Session:
A week later, the child:

1. Logged in: with their chosen animal identification image and “their” familiar face. They played a child-appropriate game.
2. Expressed their opinions: of KidzPass when asked the questions detailed in the previous section. Children were given stickers as a reward for taking part in the study.

Recruitment. The evaluation took place in a local nursery and on the University campus. The nursery consented to this project, sent out consent forms and information letters to all parents during February 2019. Parents were provided with an overview of the project and contact details in case they wished to ask further questions. Parents were asked to provide a photograph of a familiar adult for use by KidzPass. These photographs were sent as digital copies to an email account in the project’s name, which only the researcher had access to.

We were only able to recruit eight children (six male, two female) to participate in this study. In retrospect, this might have been due to the effort we required from the parents in providing us with an image. The instructions we sent for taking the photo might well have been too complex, and created too much friction, which probably put them off consenting.

Recruitment. The evaluation took place in a local nursery and on the University campus. The nursery consented to this project, sent out consent forms and information letters to all parents during February 2019. Parents were provided with an overview of the project and contact details in case they wished to ask further questions. Parents were asked to provide a photograph of a familiar adult for use by KidzPass. These photographs were sent as digital copies to an email account in the project’s name, which only the researcher had access to.

We were only able to recruit eight children (six male, two female) to participate in this study. In retrospect, this might have been due to the effort we required from the parents in providing us with an image. The instructions we sent for taking the photo might well have been too complex, and created too much friction, which probably put them off consenting.

4.2 Results
Given that we only had eight participants, we conducted a qualitative analysis.

4.2.1 Effectiveness. Table 2 shows the number of errors made by the children at each stage of the evaluation (Registration, 1st Login, 2nd Login). One child selected the wrong
4.2.2 Efficiency. To report on KidzPass efficiency, we recorded how long it took for the children to register and log in, at both the first and second sessions. Table 3 reports timings for each of the child participants, with a graph depicting the timings in Figure 8. It should be noted that these timings are dependent on the randomisation algorithm so that a longer time could mean that the child had to swipe through a number of challenge sets before seeing “their” picture. However, they do give us a sense of how long it would take for a child, on average, to authenticate using KidzPass.

Table 2: Number of Errors Made at each Stage (A=Authentication Error; I= Identification Error; B=Button Error)

<table>
<thead>
<tr>
<th>Child #</th>
<th>Registration</th>
<th>1st Login</th>
<th>2nd Login</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>0</td>
<td>A</td>
<td>0</td>
</tr>
<tr>
<td>2</td>
<td>A</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>3</td>
<td>0</td>
<td>0</td>
<td>I</td>
</tr>
<tr>
<td>4</td>
<td>0</td>
<td>0</td>
<td>B</td>
</tr>
<tr>
<td>5</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>6</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>7</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>8</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
</tbody>
</table>

Table 3: Registration and Login Times per Child

<table>
<thead>
<tr>
<th>#</th>
<th>Registration Time</th>
<th>Login Time (1)</th>
<th>Login Time (2)</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>36 sec</td>
<td>13 sec</td>
<td>54 sec</td>
</tr>
<tr>
<td>2</td>
<td>65 sec</td>
<td>91 sec</td>
<td>4 sec</td>
</tr>
<tr>
<td>3</td>
<td>169 sec</td>
<td>37 sec</td>
<td>90 sec</td>
</tr>
<tr>
<td>4</td>
<td>131 sec</td>
<td>69 sec</td>
<td>124 sec</td>
</tr>
<tr>
<td>5</td>
<td>63 sec</td>
<td>30 sec</td>
<td>149 sec</td>
</tr>
<tr>
<td>6</td>
<td>66 sec</td>
<td>20 sec</td>
<td>80 sec</td>
</tr>
<tr>
<td>7</td>
<td>119 sec</td>
<td>224 sec</td>
<td>130 sec</td>
</tr>
<tr>
<td>8</td>
<td>39 sec</td>
<td>9 sec</td>
<td>52 sec</td>
</tr>
</tbody>
</table>

Figure 8: Registration, First and Second Login Times

4.2.3 Satisfaction. KidzPass requires children to swipe through challenge sets until “their” face appears. It randomly populates the challenge sets. This meant that the children...
sometimes had to swipe through multiple challenge sets before they saw “their” face. We observed some frustration with two of the children and this design decision was reconsidered for the next versions of KidzPass.

We asked the children a number of questions after the first session:

1. **What did you like about KidzPass?** Five of the children immediately said the best part was the game. The other three liked using KidzPass and seeing their relatives’ faces on the screen.
2. **What did you not like about KidzPass?** Seven of the children could not think of anything they disliked but one child said it took too long for “their” face to appear.
3. **Was it easier or harder to remember a picture instead of a word?** All the children preferred the face image to a word.

We asked the children the same questions after the second session.

1. **What did you like about KidzPass?** Seven of the children immediately said the best part was the game. One mentioned liking seeing their relatives’ face on the screen.
2. **What did you not like about KidzPass?** Six of the children could not think of anything they disliked but two children said it took too long for “their” face to appear.
3. **Was it easier or harder to remember a picture instead of a word?** Seven still preferred the face image, but one said he could also remember a word.

### 4.3 Discussion

At the commencement of this project, the initial aims and objectives were to create a prototype web application system that allowed children to log in using a graphical authentication mechanism. The target user group for the mechanism was children aged 4-5. To assess usability, we measured the following:

1. **Efficacy:** Are children able to register and log in using KidzPass? The evaluation, admittedly with only 8 children, demonstrated that they could identify “their” animal image and log in successfully by identifying “their” familiar adult. The children’s increased confidence during the second session was particularly noticeable.
2. **Efficiency:** How long do they take to log in using KidzPass (Doodle)? In terms of efficiency, the timings are a less than reliable indicator because the login time depends on the randomisation process, which decides when the child’s familiar face will appear.
3. **Satisfaction:** How do they feel about KidzPass? The children mostly preferred the facial images to text-based passwords. From the qualitative data gathered during the interviews with the children, it is clear that the children prefer graphical passwords over text-based passwords. However, due to the very small sample size and the suboptimal design decisions, it is clear that a follow up study is indicated.

Hence, KidzPass demonstrated effectiveness and satisfaction. It has to be acknowledged that their enthusiasm for the game might have cast a rosy glow over KidzPass itself, but they certainly did not respond negatively when asked for their opinions.

Although a text-based system was not tested in direct comparison, the children had clearly used passwords in other settings and expressed a preference for this graphical authentication mechanism.

### 5 STUDY 2: DOODLE PASSWORDS

Some design features were retained for the second version. In particular, the identification mechanism (using a picture of an animal) proved popular and memorable. In terms of authentication, we also retained the idea of a child-specific image. Note that the registration button has been moved to the bottom of the interface, requiring the user to scroll down to see it — this prevented the children from pressing it accidentally.

#### Image Type & Choice

Our previous study’s difficulties in recruiting children, and our realisation that this was due to the fact that we were giving their parents too much trouble, made us realise we needed a different kind of image. We thus decided to use the children’s own drawn doodles. Doodles have indeed been used by other studies, one with preteens [37] and another recent paper with children slightly older than our target user group [1]. Such images have superior memorability [21, 26] and, we believed, would be a good alternative to familiar faces. The children were provided with a template, as shown in Figure 9, to provide the researcher with two doodles. The revised interface (with reduced text) is shown in Figure 10.

#### Distractor Images

Whereas our first study used computer generated pictures of *faux* people as distractors, in this study we used pictures drawn by the researcher herself. In this way we could ensure that the distractors were different from the child’s own drawn doodles and would not confuse them. A sample of these is provided in Figure 11.

#### Size of Challenge Set

We used the same size challenge set, since the children had coped well with the six image display and the swiping between different challenge sets to find “their” image.

### 5.1 Evaluation

**Recruitment.** Children were recruited from the Rainbows youth group in Broughty Ferry to participate in the study.
Their parents provided signed consent and the Girl Guide leaders were always present during the initial enrolment (doodle drawing) phase and the authentication phase a week later. Nine children participated, aged 5-6. These participants were generally a year older than the children in the first study, and had had started school.

Qualitative data was also collected through participant observation and interviews which provided a deeper insight into the perceptions of the application. Each participant was given approximately 10 minutes for testing, this was not a time limit however as participants could spend however long they needed with the application. After completing a successful login, each participant was rewarded with an online game and a sticker for taking part.

**Evaluation Stages.** The evaluation took place in as depicted in Figure 12.

Before the first session, the researcher visited to give the children the opportunity to draw two doodles each. These were uploaded to the system in readiness.

**First Session:**
The child:

1. *Watched a Video:* to explain how the system worked.
(2) Registered: by choosing an animal identification image.
(3) Logged in by identifying their doodles: and played a child-appropriate game.

Second Session:
A week later, the child did the following:

(1) Logged in: with their chosen animal identification image and identified “their” two doodles and then played a child-appropriate game.
(2) Expressed their opinions: of KidzPass. Children were given stickers as a reward for taking part in the study.

The only slight difference from the first study was that we were not able to ask children questions at the end of the first session due to time constraints. Figure 13 shows the two phases of logging into the system.

5.2 Results

5.2.1 Effectiveness. The animal identification username images were the most popular feature of the application. This success could be due to popular animal-based films, television shows and books which encourage young children to form a positive relationship with animals.

Two children had to authenticate twice at the 1st login and this happened again to two children at the second login. The failed login attempts were mostly caused by selection inaccuracies and by one participant who struggled to remember their animal image. Child 8’s username image was the bee, but they believed that their image was the frog. The frog had featured in the tutorial video as an example, which may be why this participant mistook their image. After realising this, the researcher removed the frog from selection entirely to prevent any further confusion.

5.2.2 Efficiency. The times taken during the three stages are shown in Table 4. One can observe the general trend of improvement at the second login.

<table>
<thead>
<tr>
<th></th>
<th>Registration Time</th>
<th>1st Login</th>
<th>2nd Login</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>166s</td>
<td>27s</td>
<td>98s</td>
</tr>
<tr>
<td>2</td>
<td>28s</td>
<td>29s</td>
<td>31s</td>
</tr>
<tr>
<td>3</td>
<td>73s</td>
<td>34s</td>
<td>28s</td>
</tr>
<tr>
<td>4</td>
<td>59s</td>
<td>42s</td>
<td>22s</td>
</tr>
<tr>
<td>5</td>
<td>60s</td>
<td>19s</td>
<td>33s</td>
</tr>
<tr>
<td>6</td>
<td>75s</td>
<td>29s</td>
<td>20s</td>
</tr>
<tr>
<td>7</td>
<td>75s</td>
<td>23s</td>
<td>29s</td>
</tr>
<tr>
<td>8</td>
<td>77s</td>
<td>109s</td>
<td>79s</td>
</tr>
<tr>
<td>9</td>
<td>119s</td>
<td>63s</td>
<td>20s</td>
</tr>
</tbody>
</table>

Figure 13: KidzPass Identification & Authentication (Second Study)

5.2.3 Satisfaction. Research was conducted before testing to identify appropriate interview techniques regarding children. Vasquez [40] provide useful guidelines that heavily influenced the interview process. The questions were kept short and simple and the interview sheet was designed to provide a visual component to the interview (Figure 15). Bright colours were used to engage participants and emotions were included to visually convey the idea behind each question. The questions themselves were mostly open-ended to allow them the freedom to express their responses.

Q1: The children liked the animal identification image (5) and the game (4). Two liked drawing doodles and three liked choosing the image to log in.
Q2: Most of the children said there wasn’t anything they didn’t like, with one not liking the tutorial video and another not liking clicking on a button.
Q3: Two children said they would have liked a different game to play after they logged in. The others did not make any suggestions about changes.
Q4: Two children said they recognised other images, but these two children did not select those images when logging in.
Q5: Five children said they could remember their images easily, while 4 were not sure. However, all were indeed able to correctly identify their images when logging in.

Q6: One child said she had found it difficult to identify her images on the screen, while the rest did not have any difficulties.

Q7: One of the children said she preferred using text-based passwords because she used them in school and was familiar with them. The other eight liked the doodle password.

Q8: All the children had fun doing the experiment.

5.3 Discussion

The researcher implemented a short training video which explained how to use the application. One child complained that the tutorial video was too long and some children did seem impatient during the video. To address this, interactivity elements should accompany the video to maintain their interest and enhance the learning experience. Also - the animal image used in the video should not appear in the application itself to avoid confusion.

To assess usability, we measured the following:

(1) **Efficacy:** Are children able to register and log in using KidzPass (Doodle)? The evaluation, admittedly with only 9 children, demonstrated that they could identify “their” animal image and log in successfully by identifying their own doodles. The children’s increased confidence during the second session was particularly noticeable.

(2) **Efficiency:** How long do they take to log in using KidzPass (Doodle)? The children’s times were much improved during the second session as they became more familiar with the application.

(3) **Satisfaction:** How do they feel about KidzPass (Doodle)? Most children agreed preferred to use KidzPass rather than the text-based passwords used in school. The children unanimously agreed that they had fun using the application everyone had something positive to say about KidzPass.

6 FINAL REFLECTION

Based on our two experiments, we now present some guidelines for designing graphical authentication mechanisms for 4-6 year olds.

In designing a graphical authentication mechanism, it is crucial to design with the capabilities of the target users in mind. For young children, we have to accommodate their pre- or emergent literacy and tendency to become frustrated. The particular lessons we learned from our evaluation are listed below.

**Use Icons as well as Text:** The use of text on the login screen should be avoided. One of the mistakes the children made in the first study was to click on ‘Register’ instead of on ‘Login’. In the second study, the register button was moved to the bottom of the screen so that it could not be pressed accidentally. Moreover, the login button was changed to a simple open door in the second study, to signify entry to the system. On buttons, icons should always be used as well as text, so that pre-literate children are also able to infer the button’s purpose.

**User Testing is Critical:** User testing with the intended user population is the only way to determine if the designed system is suitable. It should be carried out throughout the development process. Testing early with a small sample group of children can highlight many issues that can then be remedied before the final roll out.

**Identification Image Choice:** The researcher also noted that the animal identification images were very popular. Allowing the children to select their “favourite” animal created a connection between the child and their username image and since most of the children were able to recall their animal image without assistance, this also confirms the superiority of picture memory, even in very young children [31].
Authentication Image Type must be chosen carefully: The image type chosen for the graphical password is key to the success of the application. Using pictures of familiar adults was very successful in the first study as it didn’t require the children to memorise a specific image. They immediately recognised their familiar face and were able to associate that face with logging into KidzPass, even when it was surrounded by other faces. The children quickly realised that each picture was different and knew that one was “theirs”. The doodles were equally memorable in the second study, proving a reasonable replacement for familiar face images.

Randomisation of Image Choice: The faces shown in the first study’s challenge set were randomly chosen. Children could swipe through the sets until “their” face appeared. Some of them became frustrated when they had to swipe through a number of successive challenge sets. Hence, the next version of KidzPass implemented a maximum number of challenge sets to swipe through before the child’s doodles appeared. This change worked well.

Incentives Matter: User incentives are important in providing a desire for the young children to want to engage with the system. This applies to the stickers the children were rewarded with after using KidzPass. This good feeling was paired with the success of logging in and the gratification of getting to play the game. This meant the children were excited to use the system in the follow up session and enjoyed the process. The general sense that authentication was not just an adult practice but something they could do independently pleased them. They especially liked the fact that they were securing their very own secret (the game).

Delivery Method Matters: Using a tablet for user testing proved a good choice. There was one incident in the first study where a child accidentally selected an image while attempting to scroll downwards. This was mostly likely due to the learning curve that comes with using a tablet computer and depends on the size of the tablet screen. The researcher found that with a smaller, slower tablet (Nexus 7) there was a higher risk of this happening.

Recruitment: We had some difficulty recruiting children. In the first study, we realised that this was because we were asking parents to do more than sign a consent form. We were asking them to provide us with a photo of someone familiar to the child. We had provided them with complete instructions for what the photo should look like. In retrospect, we created a barrier to participation in very busy parents’ lives. For the second version of KidzPass we switched to asking the children themselves to draw images for us. This removed the barrier study 1 imposed. Parents were then happy to permit their children to participate in this case.

Yet, these kinds of studies have stringent ethical requirements and we still found it difficult to recruit children. Many schools in our geographical area receive multiple requests to participate in University studies. This has led them to limit the number of requests they acquiesce to.

Both studies were carried out by undergraduate students, who had strict submission deadlines to meet. A future study would benefit from a more extensive run-in so that a longer period of time is available to support recruitment.

Limitations. The small sample size is a limitation in both studies, in terms of carrying out quantitative analyses. The evaluation was also very time consuming because of the age of the participants. For these initial studies, we wanted to hear their voices and not rush them, but rather give them time to express their opinions. We did not believe it to be feasible to test KidzPass online, because we wanted to see what the children were doing and what they said about the experience.

Even with the small number of participants, these initial studies did deliver a number of valuable insights, which will feed into our subsequent authentication mechanisms targeted for use by young children.

7 RELATED RESEARCH

Read et al. [35] and Coggins [10] carried out studies to investigate children’s understanding of text passwords. Both studies found that children understood the purpose of passwords and knew how to create strong ones. Read surveyed children aged 6-10 and Coggins surveyed children aged 9-12. These are valuable insights but, because of the speed at which children develop we cannot know whether these findings are valid for 4-5 year old children.

We have argued for the use of an alternative to alphanumerics, until such time as children have developed sufficiently to be able to manage them. We argued against other alternatives such as biometrics and tokens, based on privacy concerns and the tendency of children to lose possessions. We thus proposed turning to a graphical authentication mechanism.

A large number of graphical authentication mechanisms have been formulated and evaluated [6]. Yet few have been targeted specifically at children, to accommodate their needs. Assal et al. [4] did extensive research into the use of the PassTiles graphical password scheme as an alternative authentication method for children. The study investigated three variants of the scheme and provided recommendations for designing more child-friendly authentication methods. Their results were explored through user performance and overall, were largely successful suggesting that both groups in the study, child and adult, preferred graphical passwords to their current text-based passwords. Assal et al. did not specify the age of the children who participated in their study.
We developed an alternative authentication mechanism, specifically designed for use by 4-5 year olds. We carried out a qualitative evaluation of two versions of KidzPass with eight and nine children, respectively. These were very rewarding studies, which both we and the children thoroughly enjoyed.

The results demonstrated that the children enjoyed using KidzPass and the majority were able to log in without making mistakes. Overall, the results of these evaluations were promising and the guidelines we provide for making secure and usable authentication mechanisms for young children should be useful to other researchers.

In terms of future work, KidzPass needs to be tested with a larger group of children to gather some quantitative data to support statistical analysis.

It would also be beneficial to ask parents and teachers what the child has learnt from their experiences with KidzPass, to ascertain whether they have internalised the need to keep their images secret, and whether they can remember and describe their secret images.

Finally, subsequent studies should be carried out to compare the strength of traditional text passwords chosen by children of this age with the strength of picture-based passwords. This would help us to judge whether the pictures, while accommodating the youth of the users, also enhanced or compromised security.
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